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３つの特長

場所や時間にとらわれない働き方が求められる今、セキュリティ対策は万全ですか？

多要素認証で、不正ログインを

シャットアウト。情報システムを、

断固として守り抜きます。

不正ログイン
撲滅

企業システムは従来のオンプレミス中心から、クラウド/SaaSサービスを併用するハイブリッドIT環境

に移行してきており、場所を選ばずに必要な情報にアクセスできる環境が求められています。

様々なデバイス(PC/スマートフォン/タブレット)からイントラネットへのアクセスに加えて、インター

ネット上のクラウドサービスへのアクセスを安心/安全/簡単にご利用いただくための新しいリモートア

クセスサービスです。多彩なアクセス方法をご提供するとともに、クラウド接続機能や認証セキュリ

ティ機能を強化。ユーザーIDの統合による運用の合理化、ならびに容易な接続環境をご提供します。

不要なアクセスをブロックし、

利用権限に沿った厳格なアクセス

制御を適用できます。

アクセス利用
権限の厳格化

アンチウィルス
ランサムウェア対策

アンチウィルス・ランサムウェア

対策により、情報システムを保護

します。

FENICS ユニバーサルコネクト アドバンス

これからのハイブリッドIT環境の
安全性・快適性を高める快適なリモート接続サービス

快適な
リモート接続
サービス

クラウド
サービス

マルチデバイス対応し、
不正ログイン対策

多要素方式に対応し、ユーザーID統合が可能
アンチウィルス機能によるセキュリティ強化

社内ネットワークに加えて、
クラウドサービスへの

接続が可能

社内システム
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お客様システムを安全に利用可能なリモートアクセス環境を提供します

サービス内容

安全な情報システム保守多要素認証で不正ログイン撲滅

ウィルス・ランサムウェア対策 ユーザID運用の負荷軽減

最新の脅威情報に基づいて通信内容をチェックし、
ウィルス・ランサムウェアから情報システムを防御し
ます。

ID/PWの他、多要素認証に対応。事前登録したPC以外
ログインできなくすることで、不正ログインを防止し
ます。また一定期間利用していないIDを自動ロック/削
除することも可能です。

接続ID毎のアクセス制御に対応。接続先システムを制
限することで、不要なアクセスをブロックし安全なシ
ステム保守を実現します。

お客様Active Directory (AD)とID同期することで、
お客様のADアカウントをユーザIDとして統合。リモー
ト接続、クラウドSSOなどの各種サービスを、お客様
ADアカウントで利用できます。。

システムベンダ

情報システムアクセス制御
(ID毎、ログ）

ブロッ
ク

許可ｘｘｘｘ

yyyy

ID/PW
PC

事前登録
指紋/顔
(ｵﾌﾟｼｮﾝ)

システムベンダ
情報システムゼロトラスト

ゲートウェイ クラウド
サービス

クラウド
サービス

業務WEB

ID管理を
効率化
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お問い合わせ先

製品・サービスについてのお問い合わせはコチラ

富士通株式会社 〒211-8588 神奈川県川崎市中原区上小田中4-1-1

https://contactline.jp.fujitsu.com/contactform/csque04401/038968/
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